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Interactive Learning for the Modern Threat Landscape

■ ESSENTIALS — New Interactive Courses for 2026

Phishing in the AI Age  (8 min)  NEW INTERACTIVE

Prepare for AI-generated voices, deepfake video calls, and sophisticated
phishing across email, text, voice, and social media. Hands-on challenges
teach you to recognize and respond to modern threats.

The Human Hack  (7 min)  NEW INTERACTIVE

Discover how attackers exploit trust, authority, and urgency to bypass
security. Experience pretexting calls, witness tailgating attempts, and learn
the psychological tricks behind social engineering.

Data Has Consequences  (6 min)  NEW INTERACTIVE

Transform how you think about information security. Learn to spot sensitive
data, handle access requests properly, and respond decisively when
something goes wrong.

Small Habits, Big Protection  (5 min)  NEW INTERACTIVE

Build the daily security routines that prevent breaches without slowing you
down. Simple habits that make a real difference.

■ INDUSTRY — Compliance ■ TOPICAL — Security Topics

■ Safeguarding PHI (HIPAA)

■ Personally Identifiable Information (PII)

■ Controlled Unclassified Information (CUI)

■ GDPR: European Data Privacy Requirements (EU)

■ PCI DSS: Payment Card Security Standards (Payment Cards)

■ Password Best Practices

■ Insider Threat

■ Ransomware and Other Malicious Software

■ Preventing Wire Transfer and Payment Fraud

■ Remote Work Security Best Practices

■ Work From Home: Security Essentials

■ VIDEO — Core Security Series ■ HR — Workplace Safety

■ Today's Cyber Attacks: A.I., Phishing and Staying Secure

■ Social Engineering Attacks and A.I.

■ Device and Data Security

■ Online and Digital Safety

■ Sexual Harassment in the Workplace

■ Bullying in the Workplace

■ Violence in the Workplace

■ SPANISH — Cursos en Español ■ 2025 COURSES — Additional Training

■ Phishing y ciberataques de hoy en dia

■ Riesgos de la ingeniería social

■ Asegurando los datos digitales y dispositivos

■ Uso seguro de la web

■ Complete Cybersecurity Awareness Training

■ Social Engineering: Attacks and Avoidance

■ Protecting Sensitive Data

■ Avoiding Web-based Attacks


